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Interpreting the legislation –Information Privacy Act 
2009  

All agencies – Personal information access and 
openness obligations (IPP 5 and 6 and NPP 5 and 6) 

 

 

 

 

 

 

1.0 Overview  

Health agencies1 are required to comply with the National Privacy 
Principles (NPPs), and all other agencies2 with the Information Privacy 
Principles (IPPs), in the Information Privacy Act 2009 (Qld) (IP Act). 

Note 

In this guide, health agencies and other agencies are collectively 
referred to as agencies, unless their obligations differ. Where they 
have different obligations under their respective privacy principles 
they are referred to as health agencies and non-health agencies.  

 
IPP 5 and NPP 5 require agencies to ensure people are able to find out 
about the kinds of personal information3 the agency holds. Under IPP 
6 and NPP 6, individuals must be able to access their personal 
information, subject to some limitations.  

2.0 The privacy principles 

IPP 5 - Openness 

(1) An agency having control of documents containing personal 
information must take all reasonable steps to ensure that a 
person can find out— 

(a) whether the agency has control of any documents 
containing personal information; and 

 
1 In this guideline, health agency includes a bound contracted service provider to a health agency 
2 In this guideline, agency includes Ministers and bound contracted service providers to the agency 
3 Any information or opinion about an individual whose identity is apparent, or can reasonably be ascertained, 

from the information or opinion. 

This guideline does not reflect the current law. 

It reflects the Information Privacy Act 2009 as it existed 
prior to 1 July 2025.  

It has been provided for the use of agencies and 
Ministers dealing with privacy complaints or compliance 
issues that occurred before 1 July 2025, and for bound 
contracted service providers to whom the pre-1 July 
2025 IP Act continues to apply.   
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(b) the type of personal information contained in the 
documents; and 

(c) the main purposes for which personal information included 
in the documents is used; and  

(d) what an individual should do to obtain access to a 
document containing personal information about the 
individual. 

(2) An agency is not required to give a person information under 
subsection (1) if, under an access law, the agency is authorised 
or required to refuse to give that information to the person. 

IPP 6—Access to documents containing personal information 

(1) An agency having control of a document containing personal 
information must give an individual the subject of the personal 
information access to the document if the individual asks for 
access. 

(2) An agency is not required to give an individual access to a 
document under subsection (1) if— 

(a) the agency is authorised or required under an access 
law to refuse to give the access to the individual; or 

(b) the document is expressly excluded from the operation 
of an access law. 

NPP 5—Openness 

(1) A health agency must set out in a document clearly expressed 
policies on its management of personal information and must 
make the document available to anyone who asks for it. 

(2) On request by a person, a health agency must take reasonable 
steps to let the person know, generally, what sort of personal 
information it holds, for what purposes, and how it collects, holds, 
uses and discloses that information. 

NPP 6—Access to documents containing personal information 

(1) If a health agency has control of a document containing 
personal information, it must give the individual the subject of 
the personal information access to the document if the 
individual asks for access. 

(2) A health agency is not required to give an individual access to 
a document under subsection (1) if— 

(a) the health agency is authorised or required under an 
access law to refuse to give the access to the individual; 
or 

(b) the document is expressly excluded from the operation 
of an access law. 
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3.0 Openness 

Under IPP 5 and NPP 5, agencies must make general information 
available about: 

• the sort of personal information they hold 
• the purposes for holding the information; and  
• for health agencies, how they collect, hold, use and disclose the 

information.   

Health agencies must make this information available on request; non-
health agencies must ensure that people can find it out.  

Agencies are not required to specifically document all the personal 
information they hold. Generic information about the types or classes 
of personal information held is sufficient.  

Non-health agencies have an additional obligation to include 
information about how people can access their information, and health 
agencies an obligation to produce, and make available to anyone who 
asks for it, its policies on managing personal information, but these 
obligations are best practice for all agencies.  

3.1 Privacy plans or policies 

For all agencies, the simplest way to meet these obligations is through 
a privacy plan or privacy policy available on the agency website. The 
policy should: 

• include the information required by IPP 5 or NPP 5 
• set out how the agency manages personal information 
• advise how individuals can access their personal information; 

and 
• include details about to make a privacy complaint. 

Hint 

The policy should not simply be a restatement of the privacy principles. 
They key to an effective privacy policy is identifying the personal 
information an agency holds, what the agency does with it, what it 
needs to do, and what it can do under the IP Act. 

Agencies could also:  

• ensure clients are provided with privacy brochures describing the 
agency's personal information handling practices 

• if needed, make people available to answer questions about 
information management practices  

• include privacy information, or links to the privacy information 
page, on relevant topic-specific agency webpages; or 

• include information on its website about whether it contracts out 
services that involve disclosing personal information. 
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When an agency is aware of any particular requirements affecting an 
individual requesting information about its privacy policy, it could 
consider presenting the information in a way that takes into account 
those requirements.   

Some factors that may affect the way it presents information could 
include: 

• any disability the individual may have 
• the individual's level of understanding 
• the individual's language or literacy skills 
• how much information the individual wants, for example, the 

request may only be about the type of personal information an 
agency holds; or 

• providing information in a way that avoids jargon or in-house 
terms which would likely not be known by the individual. 

 
3.2 Publication schemes 

The Right to Information Act 2009 (Qld) requires agencies to publish a 
publication scheme which sets out the classes of information that the 
agency has available and the terms on which it will make that 
information available.   

The information classes will likely include some of the agency's 
personal information. However, they will not provide a complete picture, 
and will not be sufficient to meet the requirements of IPP 5 or NPP 5. 

4.0 Access to personal information 

IPP 6 and NPP 6 provide that, where an agency has control of a 
document containing personal information, it must give the subject of 
the information access to the document if they ask. Chapter 3 of the IP 
Act gives an individual the right to apply for access to documents 
containing their personal information.  

If an agency has a robust system of compliance with chapter 3, they 
will generally have complied with IPP 6 or NPP 6. However, this does 
not mean that access to all personal information should be managed 
through the formal mechanisms in Chapter 3.  

Agencies should have a general policy of openness. If it is non-
contentious, and access would not be refused if a formal application 
was made, people should be able to access their personal information 
without a formal application.  

5.0 Bound contracted service providers 

Bound contracted service providers (bound under section 35 of the IP 
Act) are not covered by Chapter 3 of the IP Act but are subject to IPP 
6 or NPP 6.  
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Agencies should ensure that there are processes in place for 
individuals to access their personal information from bound contracted 
service providers.  

For example, this could be done by:  

• ensuring they understand their access obligations under IPP 6 
or NPP 6 and providing guidance; or  

• by establishing in the contract that relevant documents remain 
under the control of the agency, which means individuals can 
apply to the agency for access to their information. 

For additional information and assistance please refer to the OIC’s 
guidelines, or contact the Enquiries Service on 07 3234 7373 or email 
enquiries@oic.qld.gov.au.  
 

Published September 20 2019 and Last Updated 20 September 2019 

Changes to legislation after the update date are not included in this 
document 

 

 

 

 

This guideline does not reflect the current law. 

It reflects the Information Privacy Act 2009 as it existed 
prior to 1 July 2025.  

It has been provided for the use of agencies and 
Ministers dealing with privacy complaints or compliance 
issues that occurred before 1 July 2025, and for bound 
contracted service providers to whom the pre-1 July 
2025 IP Act continues to apply.   
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